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Introduction:

This glossary of terms is a unified reference of IT Service Management related terms
from various frameworks in the field. The glossary provides collection of more than
1000 terms in more than 170 pages from frameworks including ITIL, CMMI-SVC,
TOGAF, and ISACA standards. The glossary facilitates cross-reference among all of
these frameworks, along with the Arabic translations of these terms and their
descriptions.

This unified glossary is based on the following versions of glossaries:

- ITIL English-Arabic glossary, translated by the EAITSM Inc., 2008 (with
revisions incorporated)

- CMMI-SVC English-Arabic glossary, included in the CMMI-SVC v1.3 Arabic
translation, translated by the EAITSM Inc., 2012 (with revisions
incorporated)

- TOGAF English-French glossary available at the OpenGroup website, 2012
(no Arabic version was found, translated from scratch)

- ISACA collective glossary, English-Arabic partially translated, 2015 (with
revision and completion of un-translated descriptions)

Approach of glossary development:

We basically merged the ITSM related terms from these reference glossaries, and
placed together under the same term heading for ease of comparison, cross-
reference, and complementary descriptions from difference frameworks in light of
each framework context. For ISACA glossary, it is collective glossary of inter-
discipline terminologies, so only relevant terms have been included from this
glossary, for mapping with the terms included from the other glossaries.
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Arabic translation unification:

Wherever possible, the translation of difference terms in different frameworks are
unified to a common Arabic term, making is easy for the Arabic reader in the ITSM
community to correlate concepts in the various frameworks, given the meaning
explained for each framework in the description of each term.

© The EAITSM Inc., July 2015. All rights reserved. http://www.eaitsm.org

This work is done under sponsorship from The OneWayForward Inc.
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This is a sample of the glossary and not the complete work. You
can get the complete publication from www.eaitsm.org
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Term Description (O] P || fal 1=W-¥]
Abstraction ( ) The technique of providing summarized or generalized leadi Sgizeo) daoog 8 paizeo Ol 1995 Lolwl AVRCY
descriptions of detailed and complex content. Abstraction, as Oy il Sgin Jgd (58 LaS gyl dolSy L ase0
in level of abstraction, can also mean providing a focus for Sgiunoy csiarall Jalzadl po,2) 54555 5u995 Lol (sis ol
analysis that is concerned with a consistent and common level izl 1y 2yzilly agyzill ol Juasill o Ale Bauio
of detail or abstraction. Abstraction in this sense is typically Ssio 69““9 Beb i) a’”wl d\g 6>l'c_ Py
. ) . pe i &)losoll 3blo JS (59 ppelly oyl oo
used in architecture to allow a consistent level of definition asg ol [Ruio 1o wsSus il slsly Jolsdl alss
and understanding to be achieved in each area of the @] > baiz0 byuS WU loso go Jolsil dic Logasl
architecture in order to support effective communication and 30 9 wandl b dlall ols Llas)l (sde @2l pun
decision-making. It is especially useful when dealing with large o lasidl o
and complex architectures as it allows relevant issues to be
identified before further detail is attempted.
Acceptance (ITIL) Formal agreement that an IT Service, Process, Plan, or other ol adoc ol Ologleall L>glgiSi oz (sde duomw, aadlgo Jgud
Deliverable is complete, accurate, Reliable and meets its asloacVly @l JasSVl s> o «Sysl wlheo ol dhas
specified Requirements. Acceptance is usually preceded by pasdis il> Qi LJ9‘-‘-*”'_9 g 83a=all “_-’l*l-b*"JI Sra=9
Evaluation or Testing and is often required before proceeding al>oll o] JasoMl LS (9,0 0sS L° Lail> 39 oLz ol
to the next stage of a Project or Process. Aelasll gl g9,snll o AU
Acceptance Criteria The criteria that a deliverable must satisfy to be accepted by a Aol pi SUl zsiedl (O Bz Ol ws il Hulsell Joasdl juleo
( ) user, customer, or other authorized entity. oo lod e of (Jrosll ol cpazmoll Jid oo Ugid o)
gzl wlp=ll
Acceptance Testing Formal testing conducted to enable a user, customer, or other ol ozl ,Sed = pis sl dwomw,)l wlylasVI Jouidl )l
( ) authorized entity to determine whether to accept a pigaw OIS 15] Lo 32z oo 5,31 oo ap> Sl ol < Jrosl|
deliverable. wlogluwil Jg.d
Access Control ( , A security service that ensures only those users with Boi=l ppu) il ol Ol ouas @uiol doas Joogll buo
) the correct rights can access a specific device, application, or si Y Si s> | Jgogll ppiclniwl UgSy axxall

data.

The processes, rules and deployment mechanisms that
control access to information systems, resources and physical
access to premises.

o wlily
Jsosll pszs sl il oy acleilly wllosll
ohiall ] slall Jsoglls 5lsalls wloslzall pbas sl

Access Control List (ACL)
( )

An internal computerized table of access rules regarding the
levels of computer access permitted to logon IDs and
computer terminals.
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Term Description (O] P || fal 1=W-¥]

Access Management (ITIL) | The Process responsible for allowing Users to make use of IT plaziwl Guorzowed) zlocudl e @gguunll ddosll b Jo.ogll b,0>]
Services, data, or other Assets. Access Management helps to -dswm oo yueg wliluly wlogleall LigleiSs wloas
protect the Confidentiality, Integrity and Availability of Assets a>LYly doMally e‘-D-“‘;” “"L°~> w8 Jsogll 5)'{-‘1 Aclusy
by ensuring that only authorized Users are able to access or eraoll U""Ml Ol po aSll sy JgoW, CL.alz..”
modify the Assets. Access Management is sometimes referred J’b d\g Jf'w"”s: L{S'osjl Uw UJJJLP@ baas ’Q'P’J
) ) ol Bgs=Jl &,)ls] Loyl Jgogll 8,15 (s Gl>lg .Jg.oV
to as Rights Management or Identity Management. ugpll 5,1

Access Rights ( ) The permission or privileges granted to users, programs or ol 2wldl ol uoszowmal) &>gionll lluoVl of WSV Jo.ogll 9ga>
workstations to create, change, delete or view data and files wbldl po,e Si B> Si s 9i sLaw| J>.:XJ Josll wlaxo
within a system, as defined by rules established by data ol aclgall M o sax0 9 LS o ol J=I> wlalally
owners and the information security policy. +ologleall Gol Gwliws Wlilull oSho 12,9

Account Manager (ITIL) A Role that is very similar to Business Relationship Manager, Joinin 4y JlocVl wlBMe a0l 13> aliw 95 9o vl o
but includes more commercial aspects. Most commonly used xic 0l VI ST (88 pasiuy o9 ST @)l soly sle
when dealing with External Customers. come )l Mol 2o Jolsill

Accountability ( ) The ability to map a given activity or event back to the Oyl sl 09569 Gamo o> gl blis 8,bLe (sle 8,1l aJs ol
responsible party. -Jogauoll

Accounting (ITIL) The Process responsible for identifying actual Costs of Jwogid adeall IS o= e @ggaunl] dloll s LWICTN ]|
delivering IT Services, comparing these with budgeted costs, 639.0 o)l e JISL Lpi)lios cologlenll LixgleiSs wloas
and managing variance from the Budget. Aliall oo Oblzdl 8)l5]y dwlinall (08

Accredited (ITIL) Officially authorised to carry out a Role. For example an Ol Sy Jliodl Juw sde Lo y93 ol Gouw, a & a0l Aoiso

Accredited body may be authorised to provide training or to
conduct Audits.

ol Ayni whies puaiiy L) 2ran dioizall dpzl LeSH
wladay olsll

Achievement Profile

A list of process areas and their corresponding capability levels

IERPWre

( ) that represent the organization’s progress for each process J>lre sl alac ashio JS (s anlaioll pass Sae Jios
area while advancing through the capability levels. Lpiha8 wlginio (58 pasill

Acquirer ( ) The stakeholder that acquires or procures a product or service elin i gl Lsde Sgzeiwy Sl dusoll BLbYI a5l g S joinod |
from a supplier. 3580 o oazdl ol guioll

Acquisition ( ) The process of obtaining products or services through supplier JWs oo wloazdl gl wlsiioll (sle Jgazll ddoc (o el pai

agreements.

w90l g0 wldlal

Acquisition Strategy
( )

The specific approach to acquiring products and services that
is based on considerations of supply sources, acquisition
methods, requirements specification types, agreement types,
and related acquisition risks.
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Term

Description

ol

Quality (ITIL,
)

(ITIL) The ability of a product, Service, or Process to provide
the intended value. For example, a hardware Component can
be considered to be of high Quality if it performs as expected
and delivers the required Reliability. Process Quality also
requires an ability to monitor Effectiveness and Efficiency, and
to improve them if necessary.

The degree to which a set of inherent characteristics
fulfills requirements.

Being fit for purpose (achieving intended value).

puadi (sle dudac ol doas gl gire 8,05 (o (JuiVI)
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Lol wldosll 639> .auglaoll @slaicVl passs g8sio 9
s logissg adleally dclastl &bl (sle é,08)l
] 8,9,
waslazdl o dcgozo 89 a5 ol Saw

o lbhiolb oMol

doudll i) Loyel) oMo sesuid] LGS
(639.080J1

6591

Quality and Process

Quantitative objectives and requirements for product quality,

8599 «Olaiiall 8392 @0 Ml llaiolly dxoSUl BlaaVl

el>lg 65921 WladI

Performance Objectives service quality, and process performance. Quantitative process wldosl (swoSl =|>:\” Slaal bzl elsly coloazl Uldosl
( ) performance objectives include quality; however, to “5‘9 8392l donl sle ASLl Sy (d392l Jonis

emphasize the importance of quality in the CMMI Product Shaal” 5l placiul PH ,QLS;‘CMMI qu&w

Suite, the phrase “quality and process performance objectives” &Pé’J_l, P "o,l"JA%” bl Shal” “wllasll <l §>92‘J|

) o ) slslg 339l Glaal" pdlhas (T guaill Sgiwo 8 o]

is used. “Process performance objectives” are referenced in i axoS)l oLl pliziwl (sle Sohi "wllas!

maturity level 3; the term “quality and process performance 09 £ vl Glgiwe (sb baad

objectives” implies the use of quantitative data and is only

used in maturity levels 4 and 5.
Quality Assurance (QA) (ITIL) The Process responsible for ensuring that the Quality of a 839> Ol oo ALl e @gdumoll dulosl s (JuiVI) 659l AaSgJ

(ITIL, , )

product, Service or Process will provide its intended Value.

A planned and systematic means for assuring
management that the defined standards, practices,
procedures, and methods of the process are applied.

A planned and systematic pattern of all actions
necessary to provide adequate confidence that an item or
product conforms to established technical requirements.
(ISO/IEC 24765).
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Term Description (O] P || fal 1=W-¥]

Quality Attribute ( A property of a product or service by which its quality will be LW oo pScaw il @oazdl gl zuioll Laslas s 6392l yailas
) judged by relevant stakeholders. Quality attributes are oyl GSou leisg> (sde alall 995 dusoll Wl,bYI
characterizable by some appropriate measure. Quality C’L‘“‘"-E""jw' WL""’JI vay M o 839l UL‘W’
attributes are non-functional, such as timeliness, throughput, ) ‘flfw 'IJMSJSJL’[Q'I“‘M JJIO ‘cf”‘“-"‘bS )XJ-’-‘IC..“%JI
responsiveness, security, modifiability, reliability, and usability. Adsigalls () 2 ADolg 1 podly U A9

They have a significant influence on the architecture. .

.4y, ool

Quality Control ( The operational techniques and activities that are used to iz pazeiws sl @asinVlg adie sl wudLw VI 6392l buo
) fulfill requirements for quality. 8392l wlllaio

Quality Management
System (QMS) (ITIL,

)

(ITIL) The set of Processes responsible for ensuring that all
work carried out by an Organisation is of a suitable Quality to
reliably meet Business Objectives or Service Levels.

A system that outlines the policies and procedures
necessary to improve and control the various processes that
will ultimately lead to improved enterprise performance.

Ol oo 3SWI e Woganll wldoasll dcgozo s (JuisVI)
Gz dwlio 839> 95 duwdoll @ pgsi Sl Josll guo>
.49 Bgigo JSein @zl Glgiws ol Jlocl Blasl e

ez @0,9,a)l Oleh,>Vlg ©lwlbowd! un ol
oIl 2oVl &ylps (s (538 low «ldosll wlizo baog
Wy)ﬂ :|>‘\J| o)

dd9xll 6,15 plau

Quantitative Management | Managing a project or work group using statistical and other LVl plaziwl Joc dcgomo gl £9,xino 8,l] oSl 6,5V
( ) quantitative techniques to build an understanding of the 2395 ol ssW ppd sl ufpt\” oSl LVl ailaxyl

performance or predicted performance of processes in Oliloslly 8392l slsl Blasl go aJJL‘f“Jb Oldasll sls|

comparison to the project’s or work group’s quality and wlel, 2V A9 «Joc dcgazxo ol g9 oy doll

process performance objectives, and identifying corrective : %wa el LMLZJI p:'»lg 2 @JIMI

i o i ol sliw] ol (Judz Joouis oIl 8,15V (89 @orzsiawoll

action that may need to be taken. Statistical techniques used plaziil of sLi] of «alzs collagll slsf 25los plaziwl

in quantitative management include analysis, creation, or use oSzl bl plaziwly «ollosl! eIV &z yoll bglsll

of process performance models; analysis, creation, or use of of @addl wld plazcwly lassVl Judsog ool Judss

process performance baselines; use of control charts; analysis wlylizly B8 olly cdwlozd! Jdxig §uusdl wlyad

of variance, regression analysis; and use of confidence o948l

intervals or prediction intervals, sensitivity analysis,

simulations, and tests of hypotheses.
Quantitative Objective Desired target value expressed using quantitative measures. ualio polaziowl lpie Duso @49 50Jl @83 piwnll dousl] awosS Oladl
( ) 8p0S8
Quantitatively Managed (See “quantitative management.”) ("agosdl 8,151 kil LGS ,lan

( )







Term Description ulJl Fal 1=W-¥ ]
Verification (ITIL, (ITIL) An Activity that ensures a new or changed IT Service, ol o S ad iy Sl blaudl ga (JwVI) T
, ) Process, Plan, or other Deliverable is complete, accurate, oo e Si a> gi éloc si Wlogleo Li>9JgiSs
Reliable and matches its Design Specification. o> oo By o0 9l 821z OlS Elgw (Ologdwd]
Confirmation that work products properly reflect the paocill claclgal a2 lhally ‘a*"ww% ‘E@:L”S «JlousYl
requirements specified for them. In other words, verification e Sy S J‘m” whiia UI sul
. Ul gy sl «S)3 85y g 833=0dl wldlnioll
ensures that “you built it right.” Momes JSoin alin] a" Josdl lxiio
Checks that data are entered correctly. Uldl I @ oo 2SI
Verification and Audit The Activities responsible for ensuring that information in the Slogleall Ol o 1S e Wggannll iVl b B9 llg il
(ITIL) CMDB is accurate and that all Configuration Items have been geo Ulg (@88 anpill 8,l5] wlily 6acld (58 85950l
identified and recorded in the CMDB. Verification includes 5)':’! Wbl 8acld (o8 lplizuiio D=5 o5 displl solic
routine checks that are part of other Processes. For example, o les= JW isia) ?Lg?l)‘_’ e Jody w_'% gl
verifyi'ng the seri.al'numbe'r ofa desktop PC when a User logs f;il fﬁ&ﬂi&:l;})tjpl UL“'LAQI
an Incident. Audit is a periodic, formal check. &5 wlexo 029 8ol ol Lo &sl> 1y o |
Version (ITIL) A Version is used to identify a specific Baseline of a »olic 35V oo (o> 0 b el ooVl ey Jlaol
Configuration Item. Versions typically use a naming convention B850 aronti wolwl pazias e wlylaoYl .aspil
that enables the sequence or date of each Baseline to be w20 b JS) gusleill @il (sle Oyl auiy Gz aule
identified. For example Payroll Application Version 3 contains wde Seiz T laoYl oliys Gadi” ol Jarw sle
updated functionality from Version 2. Yool go dlaze il
Version Control ( The establishment and maintenance of baselines and the 0 Ol Laxig due>ye behs (sle blasly Guwwl whlaoyl buo
) identification of changes to baselines that make it possible to b ] eg=)ll pSendl o Jox (sl dus ol byl
return to the previous baseline. In some contexts, an individual | >>%° Joc zuind oSy «oBlawdl Jam) (09 . Bilw S0
work product may have its own baseline and a level of control Soio LIS U9'<"__' 289 <2y pol> SR bcd wsSy ol
less than formal configuration control may be sufficient. Lo, dipill A8he o Jil bl o
View ( ) The representation of a related set of concerns. A view is what Sy bo 98 jghiolly .olusoll (o aoylyio dcgozod Juiod )9buio

is seen from a viewpoint. An architecture view may be
represented by a model to demonstrate to stakeholders their
areas of interest in the architecture. A view does not have to
be visual or graphical in nature.
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Term Description ulJl fal 1=W-¥]

Viewpoint ( ) A viewpoint defines the perspective from which a view is 989 .lgio Hohaioll i3] i sl dpzdl saxs adl dp>g 2o ap>9
taken. It is a specification of the conventions for constructing b 9o 9){5W| osbiod| plasiwly sbis] wbUhoV wiogi
and using a view. A view is what you see; a viewpoint is where dhaj oSl o i SVl OBl o il 4p>g l‘““ ol
you are looking from — the vantage point or perspective that 0l Lo 32 sl gl of @310l
determines what you see.

Virtualization ( The process of adding a "guest application" and data onto a Mooyl sl sle wllug "was Gk adlo| adoc | Jo=ill
"virtual server," recognizing that the guest application will o 20l alpi 88 J>puw il Gabaill ol blelyo go ol syl
ultimately part company from this physical server. w010Vl o3l 1is 4aslso

Vision (ITIL) A description of what the Organisation intends to become in Jrtiodl (09 ad| juai Ol dawdoll S o) ULy s® 9,
the future. A Vision is created by senior management and is A>gi 9 dcbuwd pasiws Cu> Ldell 8,15Vl &8l gaig
used to help influence Culture and Strategic Planning. wosxibiwl laazilly aslasll

Vital Business Function A Function of a Business Process which is critical to the success &9 USH csill JloeVl wldac 58 wilbgll elli (s Do ilbgll

(VBF) (ITIL) of the Business. Vital Business Functions are an important ool o JlocW dyg.mdl waillbglly .JlacVl gl 13> JlocW

consideration of Business Continuity Management, IT Service
Continuity Management and Availability Management.

&y, yoiwl 8,15]s JlocVl a,l ol 8,15] o Lplel o
LYl 8,15y wlogland] LirgleiSs wloas

Vulnerability (ITIL)

A weakness that could be exploited by a Threat. For example
an open firewall port, a password that is never changed, or a
flammable carpet. A missing Control is also considered to be a
Vulnerability.

Oluapdl 2ol aawly Meiw! oSy o dhss b
aolS ol (s, kil (9 zoxin Jao cdlindl Jow csde
289 15]g . JleioW abls éslew of ] by oo V yuw

BLaSSYI Gblgo oo asy Ll &lls 0ld pS=il ol i

SLiasiVly Lo =il

Warm Site ( )

Similar to a hot site but not fully equipped with all of the
necessary hardware needed for recovery.

ooz JolSIb Gpzo pud s (3ludl g8g0ll apis
cosdlail) o3I d,9,0)l dulall SlgSall

£ S\91> g9g0

Warm Standby (ITIL)

Synonym for Intermediate Recovery.

bwgioll ol Bsly0

s\l Slasiaw VI

Warranty (ITIL) A promise or guarantee that a product or Service will meet its oldbioll §ésow doasdl gl zuiodl 0L &lasS of acg ¢a vloo
agreed Requirements. Lode (saioll

Web Server ( ) Using the client-server model and the World Wide Web's vosadl a5 JgSgig g pslidl- Jaosdl z3g00 plaziwl w9 pol>
HyperText Transfer Protocol (HTTP), Web Server is a software 2wl 98 wugll e3> Uld cadondl aSadl (8 dus il
program that serves web pages to users. oo divwol) Cugll Wb pas) Sl wlaudaill

Work Breakdown An arrangement of work elements and their relationship to ol zuiolly Lazdl lpazy piBMey Jo=ll yolic wuiy Poakiis JSad

Structure (WBS) ( each other and to the end product or service. a5lpl aoaxdl Jos|

)
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